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I. MAJOR INSTRUCTIONAL OBJECTIVES: 

 
Objective A: Explain the fundamentals of effective computer cyber security architectures 

 A-1. Discuss the latest skills and techniques to provide protection. 
 A-2. Identify the various features and components of an effective security solution 
 A-3. Describe the inter-relationships among the various components 
 

Objective B:  Apply appropriate security products to provide cyber security solutions to 
different situations 

 B-1. Describe the types of security products to use in personal and business systems 
 B-2. Identify and evaluate security components in order to design an effective cyber  
  security solution. 
 B-3. Discuss how to provide the highest level of protection 
 

Objective C: Formulate a business security plan utilizing the latest security technologies 
 C-1. Assess the business environment and evaluate the cyber security problems 
 C-2. Recommend the proper security components to provide an effective technical  
  solution for the business setting 

C-3. Create a bid proposal that implements the security solution. 

Objective D: Discuss the tools and techniques of computer cyber security  
D-1. Discuss how computer cyber security has impacted their business and personal 
life experiences 

 D-2. Develop a cyber security solution for a specific business or personal problem. 
 
 
 
II.
a r e dist r a ct ions to the stude nt , the surr oundi ng stude nt s , and the instr uct or and const i t ut e 
inappr opri ate behavi or . Stude nt s are ethi ca lly obli ge d to avoi d these and simi l a r 
practi c e s .  

  


